TR-1902-LTE connectivity with Poe adaptor
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Login Page

Default login IP is 192.168.1.1 Username: admin Password: admin
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Authorization Required
Flzase enter your usemame and password.

‘ Usemame | admin
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Operation mode configuration

“You may configurs the operstion made suitable for you enviranment.

Oparation mode O Bridge mode
Il stharnet and vireless interfaces are bridged into 2 single bridge interface.
® Gateway mode
The first ethemet port & treated 25 VAN port. The other ethemet ports and the wireiess inteface are bridged together and are treated 25 LAN ports
© AP client made
The wirsless ap client interface is treated as WAN port

Wired-WAN portrole @ Wired-WAN port acts as VAN
@ WirsdWNAN port scts 3z LAN
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Operation Mode
LAN

Wired WAN

WAN IPvE
Interfaces

Wi-Fi

Firewall

Switch

DHCFP and DNS
Diagnastics
Dynamic Routing
Leopback Interface
Hostnames

Guest LAN(Guest 'WiFi)
Stafic Routes

Qos

Logout

Enable @

Mobile connection | DHCP mode v
PIN code
Dialing number | *3%#
APN | Jionet
Authentication method | None v
Dual APN support
Lock to network | All v
@nrk Type  automatic 'J
MTU 1500
Online mode Keep Alive v
Metric |0

@4 netmask

255,255 265.0 J

ve & Apply




LAN Configuration
Network - LAN

Here Configure LAN IP & netmask and Save & Apply.

SEITS Intertaces - LAN
System On this page you can configure the network interfaces. You can bridge several interfaces by ticking the "bridge interfaces” field and enter the names of several network
separated by spaces. You can also use VL AN notation INTERFACE . VLANNR (g.q,° eth0.1)

Services
Common Configuration

Operation Made General Setup Advanced Settings Physical Settings Firewall Settings

Mobile

Status Néf’ Uptime: Oh Tm 14s
oran MAC-Address: 90:22:06:80:08:37

RX: 248.02 KB (3333 Pkts.)
TX: 885.24 KB (2212 Pkts )
WAN IPv6 IPv4: 172.16.2.1/24

IPv6: fdda:dddc:d465::1/60

Wired WAN

Interfaces
Wi-Fi

§ Protocol | Static address El
Firewall

Static Routes Really switch protocol? | [@ Switch protocol

Switch

e 72162
DHCP and DNS IPv4 address | 172.16.2.1

TrgAmies IPvé netmask | 265.265.265.0 E|

Loopback Interface

Firewall

Network—> Firewall - Security.
1) Select Allow option from side box SSH access from WAN.

2) Select Allow option from side box Ping from wan to LAN.
3) Tick the box of Enable telnet



Status General Settings Port Forwards Traffic Rules Source NAT Domz

System
) System Security Configuration
Services
Network SSH access fram WAN Allow B
Cbetatiogiiue Ping from WAN to LAN | Allow B
Mobile
LAN Enable telnet
Wired WAN
WAN IPv6
- HTTPS Access
Interfaces
HTTPS port 443
Wi-Fi
Firewall HTTPS access from WAN | Allow B
Static Routes
Remaote network | Any P address B
Switch

Network—> Firewall - Traffic Rules.
1) Allow All LAN Ports Enable Check Box and Save & Apply.

2) Open ports on router for Telnet (Name: Telnet, Protocol: TCP+UDP, External Port: 23) first need to
click on add button then Save & Apply.

3) Open ports on router for BGP (Name: BGP, Protocol: TCP+UDP, External Port: 179) first need to click
on add button then Save & Apply.
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Firewall - Traffic Rules

Traffic rules define policies for packets traveling between different zones, for example to reject traffic between certain hosts or to open WAN ports on the router.

Traffic Rules

m

Name Match Action Enable  Sort
- Any traffic Accept forward "
Allow From any hostin wan P + ||+ |4 Edit | %] Delete
All-LAN-  To any host, ports 1-65535in ian
Ports
. |Pvd-UDP Accept input
Allow Fram any hostin wan peiop + | * |4 Edit | #] Delete
DHCP- To any router [P at port 68 on this device
Renew
~ Any UDP Accept input
Allow Fram any hostin wan e + ||+ [ Edit | ] Delete
SNMP- To any router [P atport 161 on this device
Remote-
Access
Open ports on router:
Name Protocol Extemnal port
Telnet L RE 0 Add
New forward rule:
Name Source zone Destination zone
lan B wan B [£] Add and edit..
~ Any UDP Accept input
Allow Fram any hostin wan e + ||+ | Edit | @] Delete
SNMP- To any router [P at port 161 on this device
Remote-
Access
Any TCP, UDP Accept input -
Telnet Frgm any hostin war e 1P + (| £ Edit | #] Delete

i
To any router [P at port 23 on this device

Open ports on router:

Name Protocol Extemnal port

BGP TCP+UDP El 179 (] Add

New forward rule:

Name Source zone Destination zone

lan El wan

B [ Add and edit...

After click on add button you can see Telnet port and BGP port open in Traffic Rules.
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Access

Telnet énYTCP UDP

Any TCP, UDP
BGR From any fiost in w

rom an} hostin wan
To amy router [P at port 23 on tis device

an
To any router [P at port 179 on this device

Accept input

Accept input

4] Edit

4] Edit

%] Delete

%] Delete

Open ports on router:

Name

New forward rule:

Name

Protocol Extemnal port

TCP+UDP B

Source zone Destination zone

) Add

n E| wan B (€] Add and edit...

Dynamic Routing

Network—> Dynamic Routing.

1) Tick the box of Enable Zebra.
2) Tick the box of Enable BGP.
3) Save and Apply.
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Status Dynamic Routing

System
Zebra

Services

Operation Mode

Enable
Password zebra x>

Mobile

LAN
OSPF
Wired WAN
Enable [
WAN IPvG

Interfaces Password | seses @
Wi-Fi
Firewall

OSPF6

Static Routes
Enabls [0
Switch
DHCP and DNS Password sssss >
Diagnostics
Loopback Interface
RIP

Hostnames

—_—
Loopback Interface

Hostnames RIP

Dynamic Rauting Enable [

Guest LAN{Guest WiFi) Password | seses >
Qo3
Logout
RIPng
Enable [
Password ssses L= 3
BGP
Enable
Password  zebra @

T N

Telnet TR-1902 LTE Router via local
LLAN IP.

1) Local Username: router Password: admin!@#.
2) Again Tenet local LAN with BGP port no 2605 and type password zebra.
3) Here can do BGP Configuration via cmd.

]
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[=J- Terminal
- Keyboard
- Bell
- Fegtures
= Window
- Bppearance
- Behaviour
- Translation
- Selection
- Colours
[=- Connection
- Data

- Prosy
- Telnet

- Rlogin
- 55H
- Seral

About

| Basic options for your PuTTY session

Specify the destination you want to connect to

Host Name (or IP address) Paort
1721621 23
Connection type:

(7' Raw @ Telnet ) Rlogin ) SSH () Serial

Load, save or delete a stored session

Saved Sessions

Default Settings Load
1022724525

Save

Delete

Close window on et
() Mways () Mever @ Only on clean exit

& Cpen ] [ Cancel




